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FEATURES AND TIMELINES 
IN THIS PRESENTATION 
ARE SUBJECT TO 
CHANGE.
This presentation contains forward-looking statements which 
involve substantial risks and uncertainties. Atlassian 
undertakes no obligation to update any forward-looking 
statements made in this presentation to reflect events or 
circumstances after the date of this presentation or to reflect 
new information or the occurrence of unanticipated events, 
except as required by law. The achievement or success of the 
matters covered by such forward-looking statements involves 
known and unknown risks, uncertainties, and assumptions. 
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1. Encryption in transit
2. Encryption at rest
3. Security dashboard
4. Access logging
5. Security/privacy questionnaire
6. Isolation of data to certain geo
7. Delegated admin
8. Enterprise user management
9. SSO SAML
10. Password policy
11. Increased user limits (5K+)
12. Content security monitoring
13. Easy migration of add-on apps
14. Compliance dashboard
15. Uptime SLA (99.9%+)
16. IP allowlisting
17. Cloud versions of add-on apps

18. Independent 3rd party audits 
19. Mandated 2FA 
20. One click migration tool
21. Data isolation 
22. Product usage insights
23. Migration support
24. Priority L1 support
25. Custom domains
26. Purchase apps for subset of users
27. Specialized migration support engineers
28. External collaborator management
29. Customizable cloud add-on apps 
30. Mobile device management
31. Migrate one project at a time
32. How to guides
33. Control over site update scheduling
34. Cross-product add on apps

35. GDPR  
36. Priority support hotline for migrations
37. ISO27001
38. Analytics on app usage
39. Extended support hours during 

migration
40. Block apps unless they meet our  

internal policies
41. HIPAA
42. Enterprise-ready app certification
43. Full-service migration support team
44. SOC2 type 2
45. ISO27017
46. ISO27018
47. Binding corporate rules
48. 508 Accessibility report
49. NIST 800-53
50. FedRAMP
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Data 
Managemen

t
Helps to ensure your data is 

protected

Infrastructure

Provides a scalable, 
reliable, and performant 

platform

Experiences

Enables seamless 
connection across 

teams

Cloud platform innovation





EXPERIENCES ROADMAP

• Data Lake export

• Jira cloud-to-cloud copy 
product data GA

• Confluence copy data EAP

• Custom domains

• Product requests

IN THE FUTURERECENTLY SHIPPED

Infrastructure

Experiences

Data  
management

• Atlassian Analytics

• Data Lake

• Selective user claim

• User access admin role

• Product updates

Cloud



Empower teams
Proactively fix velocity and 
resourcing issues for faster 
releases

Map the value 
stream
Connect dots across development, 
value delivery, and service quality

Real-time insights
Out-of-box, modeled data lake 
eliminates the need for slow and 
costly ETL processes

ATLASSIAN 
ANALYTICS



DATA MANAGEMENT 
ROADMAP

• Data residency for UK, Canada, Japan

• HIPAA eligibility expansion

• Jira BYOK GA/Confluence EAP

• External user security

• Backup & restore APIs EAP

• SSO + SCIM for JSM portal-only accounts

• Data classications

• Data loss prevention

IN THE FUTURERECENTLY SHIPPED

Infrastructure

Experiences

Data  
management

• Multiple identity provider support

• Expanded

• Threat detection (Beacon) beta

• Data residency for Germany, Singapore, 
and 3rd party apps (in Beta) 

• Marketplace privacy & security tab

• HIPAA compliance for JSM

• Jira BYOK EAP

• Backup & restore CLI in EAP

Cloud



Minimize security 
risks with external 
users
Enforce two factor authentication 
through a one-time password (OTP) 
before external users can access 
your organization's content

EXTERNAL 
USER SECURITY 



Detect
Continually track high-risk user 
activity, monitoring threats to your 
business

Investigate
Spot suspicious user events in real-
time with threat alerts and with the 
context to triage unusual activity

Respond
Bring risky user behavior under 
control with action plans that help 
your team respond fast

BEACON  
BETA



Minimize risk of 
data leakage
Allow or block apps in specific 
Confluence spaces

APP DATA 
ACCESS 
CONTROLS



INFRASTRUCTURE 
ROADMAP

• Faster editor loading in Confluence

• Faster issue navigator in Jira 
Software

• 50K support for Jira Software

IN THE FUTURERECENTLY SHIPPED

• Product delayed deletion

• 50K support for 
Confluence

• 10K support for JSM 
agents

• 20K support for JSM 
agents EAP

Cloud

Infrastructure

Experiences

Data  
management



Maximum number of users 
on a single Cloud instance

PERFORMANCE AT SCALE
Available in EAP

Available now in 
EAP for Jira and 
GA for Confluence
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http://atlassian.net
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https://www.atlassian.com/legal/data-processing-addendum










































































































 





https://www.atlassian.com/trust/compliance























































































































  


